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Assetmaps is een interactief geografisch online informatieplatform dat als SaaS-oplossing wordt 

aangeboden. Het platform combineert locatiegegevens, zoals BAG-data over gebouwen en 

verblijfsobjecten, met gegevens van de gebruiker in één cloudgebaseerde omgeving. Zo kunnen 

objecten, percelen en assets overzichtelijk worden weergegeven, geanalyseerd en beheerd op een 

digitale kaart. Gebruikers kunnen hun data bovendien verrijken met foto’s, documenten en 

verwijzingen, waardoor informatie direct in de juiste ruimtelijke context beschikbaar is. 

Door verschillende databronnen te integreren en inzichtelijk te maken, helpt Assetmaps organisaties 

om sneller en beter onderbouwde beslissingen te nemen. Het platform ondersteunt het efficiënt 

beheren van assets, gebouwen, projecten en compliance-dossiers en maakt maatwerkoplossingen 

mogelijk die aansluiten op de specifieke processen van de gebruiker. Zo biedt Assetmaps één 

centrale, interactieve kaartomgeving voor het optimaliseren van informatiebeheer en 

besluitvorming. 

Actie & MIssie  

Het doel van Informatiebeveiliging is het waarborgen van de bedrijfscontinuïteit en het 

minimaliseren van bedrijfsschade door het voorkomen en minimaliseren van de impact van 

beveiligingsincidenten.  Met name moeten informatiemiddelen worden beschermd om ervoor te 

zorgen: 

1. Vertrouwelijkheid, d.w.z. bescherming tegen ongeoorloofde openbaarmaking 

2. Integriteit, d.w.z. bescherming tegen ongeoorloofde of accidentele wijziging 

3. Beschikbaarheid waar en wanneer nodig voor het realiseren van de bedrijfsdoelstellingen. 

 

Verantwoordelijkheden: 

1. De directie heeft dit Informatiebeveiligingsbeleid goedgekeurd; 

 

2. De dagelijkse verantwoordelijkheid voor en de contacten met externe organisaties voor 

de naleving van de wettelijke eisen, met inbegrip van de bescherming van gegevens, 

berusten bij de Information Security Manager. 

 

3. Alle werknemers of dienstverleners namens de organisatie hebben de plicht om de 

middelen, inclusief locaties, hardware, software, systemen of informatie, die zij onder 

hun hoede hebben, te beschermen en elke vermoede inbreuk op de beveiliging 

onmiddellijk te melden. 
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4. Het naleven van informatiebeveiligingsprocedures zoals uiteengezet in de beleids- en 

richtlijnstukken wordt geaccepteerd als onderdeel van de standaardwerkwijzen binnen 

de organisatie. Niet-naleving leidt tot disciplinaire maatregelen. 

 

5. Aan alle wettelijke en reglementaire vereisten wordt voldaan en regelmatig op 

wijzigingen gecontroleerd. 

 

6. Er is een bedrijfscontinuïteitsplan.  Dit wordt onderhouden, getest en regelmatig herzien. 

 

7. Dit informatiebeveiligingsbeleid wordt regelmatig herzien en kan door de 

informatiebeveiligingsmanager worden gewijzigd om de blijvende levensvatbaarheid, 

toepasbaarheid en naleving van de wetgeving te waarborgen en om de 

informatiebeveiliging systemen voortdurend te verbeteren. 

 

8. De directie stuurt erop aan dat er wordt voldaan aan de geldende wet- en regelgeving en 

dat middels het Informatiebeveiligingsmanagementsysteem continue verbetering wordt 

bewerkstelligd binnen de organisatie. 

 

 

Plaats, datum:    Amersfoort, 1-10-2025 

Naam:     Jurg La Fors 

Handtekening 

 

 

 

 

 

 

 


